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Fabrix to Okta Smart
Actions

© Before starting the Okta Smart Actions installation, verify that the
connection Okta is installed and operational in Fabrix platform.



https://platform.fabrix.io/connections/add/okta
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] Step 1

Login to the Okta Admin Console.
Click on Applications/API Service Integrations.
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Click on Add Integration.
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Provide applications with secure Okta API access.
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You have granted these integrations access to your Okta org.
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Choose Fabrix Smart Actions, then scroll down and click Next.
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Click on Install & Auhtorize.
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] Step 5

Copy the client secret.

Required: Copy your client secret

The secret appears only once for enhanced security. Copy this secret and store it somewhere safe
for use later.

[E¢ Copy to clipboard
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Copy Okta domain and Client ID.
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“ Fabrix Smart Actions

® Active

& Installed by

General Okta API Scopes

Client Credentials

e Fabrix Smart Actions (4) is not configured until you complete the setup instructions.

ew setup instructions

Okta Domain

Client ID

Client Secrets

Creation date
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] Step 7

Go to Fabrix Platform.
Click on Connections.

Fabrix

&¢ Fabrix

<> Fabrix Al

@ Inventory

€¢ Hello, rnd@fabrix.io

Inactive Okta users
Overprivileged Okta groups

Stale Okta admin groups
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Click on Add Connection.
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Connections
Rl Account Status Connected on Last Scan
@ Inventory
& Connected Initializing
O Issues
23 Connections < Connected Initializing
%::E Connected Initializing
> Connected Initializing

£ My account ¥
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Choose Fabrix Smart Actions connection.

(( Fabrix

Select Connection

& Dashboard workspace.
DISCOVER
4 Copilot Data Stores
& Inventory
conTROL @ Databricks & 3 Snowflake b4 @ Microsoft OneDrive & & Microsoft SharePoint %
) Workers
& Policies Connect your Databricks store. Connect your Snowflake store. Connect your OneDrive store. Connect your SharePoint store.
[ Findings
STREAMLINE .
Cloud Providers
® Access Requests
A R Amazon Web Google Cloud Platform i
ihccosseviows aws ) 2% O J A\ Microsoft Azure
Services (AWS) (GCP)
MANAGE
%3 Connections Connect your AWS account. Connect your GCP project. Connect your Azure tenant.
Integrations
$% Fabrix Smart Actions ~ # 4% Fabrix Slack Bot
Connect Fabrix Smart Actions to your Connect the Fabrix Slack Bot to your
Okta organization. workspace.
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Paste Client Domain, Okta ID and Client Secret.
Press Submit.
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Connect to Fabrix Smart Actions

& Dashboard

DISCOVER
LR o
<> Copilot (B

& Inventory Integrate Fabrix with your Okta Smart Actions account and follow the steps below to enhance project visibility.
> Download PDF

conTRoL

= Workers 1 Configure an Okta Smart Actions Application for Fabrix

@ Policies Follow the integration guide to configure a new Okta Smart Actions application for Fabrix in

[ Findings your Okta account.

STREAMLINE

© Access Requests 2 Enter Domain

_ Provide your Okta domain in the field below.
® Access Reviews

| https: okta.com | e
waNAGE

3 Connections

3 Enter Client ID

Provide your Okta application client ID in the field below.
| 0 97 |

4 Enter Client Secret

Provide your Okta application client secret in the field below.
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